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Security-Based Swap Data Reporting (SBSDR) Annex 

This SBSDR Annex will only apply to Users that have entered into the ICE Trade Vault 
Security-Based SDR User Agreement. This SBSDR Annex DOES NOT apply to and does 
not form part of the Rulebook applicable to any other entity. 

ICE Trade Vault has registered as a security-based swap data repository (“SBSDR”) with 
the U.S. Securities and Exchange Commission (the “SEC”). Data with respect to Security-
Based Swaps (as defined herein) can be reported to ICE Trade Vault for purposes of 
compliance with the reporting requirements established by the SEC.  

The terms of this SBSDR Annex amend, supplement and form part of the Rulebook solely 
with respect to an entity that has entered into the ICE Trade Vault Security-Based SDR 
User Agreement, and solely with respect to such User’s reporting of data with respect to 
Security-Based Swaps. Notwithstanding anything to the contrary in the Rulebook, in the 
event of any inconsistency between the terms of the Rulebook and the terms of this SBSDR 
Annex, this SBSDR Annex shall prevail with respect to Security-Based Swap data and the 
rights and obligations of the parties in respect thereof.  

Unless otherwise specified in this SBSDR Annex, all capitalized terms used herein shall have the 
meanings defined in the Rulebook. All references in the Rulebook to a rule or regulation 
referenced below in column “A”, shall refer to the corresponding SEC rule listed below in 
column “B”.  

A B 

Applicable CFTC Regulation  

Rulebook Section Reference 

Applicable SEC Regulations 

2.1.1 Chief Compliance Officer 

Compliance Report - CFTC regulations §§ 49.22(e) 
and (f) 

Exchange Act Rules 13n-11(d), (e), 
and (g) 

2.1.1. Chief Compliance Officer 

Governance Arrangements - Section 21 of the CEA 
and CFTC regulation §49.20(d), Core Principle 2  

Exchange Act Rule 13n-4(c)(2) 

2.1.1. Chief Compliance Officer 

Conflicts of Interest - CFTC regulation §49.21(c), 
Core Principle 3 

Exchange Act Rule 13n-4(c)(3) 

2.1.1. Chief Compliance Officer 

Data analysis requirements - CFTC 
regulations §§ 49.13 and 49.14 

Exchange Act Rules 13n-4(b)(7) 
and 13n-51 

2.4. System Availability and Support; Hours of 
Operation 

Exchange Act Rule 904(b) 

1 See Appendix I for No-Action Relief from Exchange Act Rule13n-5(b)(1)(iii) stating that an SBSDR’s 
failure to establish policies and procedures designed to satisfy itself of data completeness will not 
provide a basis for an enforcement action by the SEC. 
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A B 

Applicable CFTC Regulation  

Rulebook Section Reference 
 

Applicable SEC Regulations 

CFTC regulation §49.28(1) and (2) 

8 Data Confidentiality; Sensitive Information 
and Security  

CFTC regulation § 43 

Exchange Act Rule 902(c)2 

 

The following amends, supplements and forms part of the Rulebook as specified above. 

1. Key Terms and Definitions in the Rulebook shall be amended and supplemented as 
follows: 

Key Terms & Definitions 

Administrator: An individual designated by a User, the SEC or Regulator as its administrator 
with respect to use of the System and passwords. 

Applicable Law: Any and all applicable domestic and foreign governmental laws, rules and 
regulations (including but not limited to Applicable SEC Regulations), judicial orders or 
decisions, and interpretations and protocols, as amended from time to time. 

Applicable SEC Regulations: Rules promulgated by the SEC that are applicable to the ICE 
SBSDR Service, including, but not limited to, rules pertaining to: Security-Based Swap Data 
Repository Registration, Duties, and Core Principles (including Exchange Act Rules 13n-1 
through 13n-12), Regulation SBSR – Reporting and Dissemination of Security-Based Swap 
Information (Exchange Act Rules 900 through 909), in each case, subject to the No-Action 
Relief. 

Appropriate Domestic Regulator: Each appropriate U.S. prudential Regulator, the Financial 
Stability Oversight Council; the Commodity Futures Trading Commission; the Department of 
Justice; and any other person that the SEC determines to be appropriate, as the case may 
be. 

Appropriate Foreign Regulator: Any non-U.S. Person that the SEC determines to be 
appropriate, including any foreign financial supervisors (including foreign futures authorities); 
foreign central banks; and foreign ministries. 

Clearing Agency or CA: A person that is registered with the SEC as a clearing agency 
pursuant to Section 17A of the Exchange Act (15 U.S.C. 78q-1) and any rules or regulations 
thereunder. 

Confidential Information: Includes, but is not limited to, Nonpublic Personal Information, trade 
information, Position data, material nonpublic information, trading strategies or portfolio 
Positions of any person. 

 
2 See Appendix I for No-Action Relief from Exchange Act Rule 902 stating that public dissemination of 

Security-Based Swap transaction data in accordance with the CFTC rules will not provide a basis for an 
enforcement action by the SEC. 
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Counterparty: A person that is a direct counterparty or indirect counterparty of a Security-
Based Swap. 

Counterparty ID: The Unique Identification Code (“UIC”) assigned to a Counterparty to a 
Security-Based Swap. 

Direct Electronic Access: Access, which shall be in a form and manner acceptable to the SEC, 
to data stored by ICE Trade Vault in an electronic format and updated at the same time as 
ICE Trade Vault’s data is updated so as to provide the SEC or any of its designees with the 
ability to query or analyze the data in the same manner that ICE Trade Vault can query or 
analyze the data. 

Exchange Act: The U.S. Securities Exchange Act of 1934, as amended from time to time. 

Execution Agent: Any person other than a broker or trader that facilitates the execution of a 
Security-Based Swap on behalf of a direct Counterparty. 

Form SDR: The application for registration with the SEC as an SBSDR, as such application 
is amended from time to time. 

GLEIF: Global Legal Entity Identifier Foundation. 

Historical Security-Based Swap: Any Pre-Enactment Security-Based Swap or Transitional 
Security-Based Swap. 

ICE SBSDR Service: The SBSDR service offered by ICE Trade Vault. 

Life Cycle Event: With respect to a Security-Based Swap, any event that would result in a 
change in the information reported to a registered Security-Based Swap data repository under 
Exchange Act Rule 901(c), (d), and (i), each subject to the No-Action Relief, including: an 
assignment or novation of the Security-Based Swap; a partial or full termination of the 
Security-Based Swap; a change in the cash flows originally reported; for a Security-Based 
Swap that is not a clearing transaction, any change to the title or date of any master 
agreement, collateral agreement, margin agreement, or any other agreement incorporated by 
reference into the Security-Based Swap contract; or a corporate action affecting a security or 
securities on which the Security-Based Swap is based (e.g., a merger, dividend, stock split, 
or bankruptcy). Notwithstanding the above, a life cycle event shall not include the expiration 
of the Security-Based Swap, a previously described and anticipated interest rate adjustment 
(such as a quarterly interest rate adjustment), or other event that does not result in any change 
to the terms of the Security-Based Swap.3  

No-Action Relief: The time-limited relief from (i) Security-Based Swap data reporting 
requirements and (ii) requirements of an SBSDR so long as it registered as a swap data 
repository with the CFTC, each contained in Cross-Border Application of Certain Security-
Based Swap Requirements (Part X.C and Part X.D). The No-Action Relief is summarized in 
Appendix I to this SBSDR Annex. 

Non-Mandatory Report: Any information provided to the ICE SBSDR Service by or on behalf 
of a Counterparty that is not required by Exchange Act Rules 900 through 909. The term Non-
Mandatory Report does not include information that is subject to the No-Action Relief.  

 
3 See Appendix I for No-Action Relief from Exchange Act Rule 901(e) stating that Users’ omission to 

report Life Cycle Events that are not subject to reporting under the CFTC rules will not provide a basis 
for an enforcement action by the SEC. 
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Nonpublic Personal Information: Includes (i) Personally Identifiable Information that is not 
publicly available information; and (ii) any list, description, or other grouping of market 
participants (and publicly available information pertaining to them) that is derived using 
Personally Identifiable Information that is not publicly available information. 

Non-U.S. Person: A person that is not a U.S. person. 

Personally Identifiable Information: Any information: (i) that a User provides to ICE Trade Vault 
to obtain ICE SBSDR Service; (ii) about a User resulting from any transaction involving a 
service between ICE Trade Vault and the User; or (iii) ICE Trade Vault obtains about a User 
or a Counterparty on whose behalf the User reports a Security-Based Swap to ICE Trade 
Vault, in connection with providing the ICE SBSDR Service to that market participant. 

Platform: A national securities exchange or an SBSEF that is registered or exempt from 
registration. 

Position: The gross and net notional amounts of open Security-Based Swap transactions 
aggregated by one or more attributes, including, but not limited to, the (i) underlying 
instrument, index, or reference entity; (ii) Counterparty; (iii) asset class; (iv) long risk of the 
underlying instrument, index, or reference entity; and (v) short risk of the underlying 
instrument, index, or reference entity. 

Pre-Enactment Security-Based Swap: A Security-Based Swap executed before July 21, 2010 
(the date of enactment of the Dodd-Frank Act (Pub. L. No. 111-203, H.R. 4173)), the terms of 
which had not expired as of that date. 

Product ID: The UIC assigned to a group of Security-Based Swap contracts each having the 
same material economic terms except those relating to price and size. 

Regulator: An Appropriate Domestic Regulator or an Appropriate Foreign Regulator, acting 
within the scope of its jurisdiction. 

Reporting Side: The party to a Security-Based Swap identified in Exchange Act Rule 
901(a)(2)4 as required to report the information specified in the Applicable SEC Regulations 
to a registered SBSDR, which includes a direct Counterparty to a Security-Based Swap and, 
with respect to clearing transactions, the Clearing Agency. 

SBSDR or Security-Based Swap Data Repository: A person that is registered with the SEC 
as a Security-Based Swap data repository pursuant to section 13(n) of the Exchange Act (15 
U.S.C. 78m(n)) and any rules or regulations thereunder, subject to the No-Action Relief. 

SBSDR Information: Any information that ICE Trade Vault receives from Users or maintains 
on their behalf as part of the ICE SBSDR Service. 

SBSEF: A Security-Based Swap execution facility. 

SEC: The U.S. Securities and Exchange Commission.  

 
4 See Appendix I for No-Action Relief from Exchange Act Rule 901(a) stating that following the CFTC 

rules for the reporting hierarchy will not provide a basis for an enforcement action by the SEC, subject 
to the exception specified in Appendix I. 
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Security-Based Swap: A Security-Based Swap as defined from time to time by the SEC and 
the Commodity Futures Trading Commission.5 

System: The ICE Trade Vault system as it may exist from time to time and any hardware, 
software, systems and/or communications links furnished by ICE Trade Vault to Users from 
time to time. 

Third Party Reporter: A person that has been authorized by a Counterparty or a Platform to 
report SBSDR Information to ICE Trade Vault on behalf of such Counterparty or Platform. 

Transaction ID: The UIC assigned to a specific Security-Based Swap transaction and used to 
identify that particular Security-Based Swap transaction throughout its existence. 

Transitional Security-Based Swap: A Security-Based Swap executed on or after July 21, 
2010, and before the first date on which trade-by-trade reporting of Security-Based Swaps in 
that asset class to a registered Security-Based Swap data repository is required pursuant to 
Exchange Act Rules 242.900 through 242.909, subject to the No-Action Relief. 

Unique Identification Code or UIC: A unique identification code assigned to a person, unit of 
a person, product, or transaction. 

User: An entity that has validly enrolled to use the ICE SBSDR Service.6 A User may be: 

(1) A Counterparty to a Security-Based Swap that reports trade information related to 
a Security-Based Swap to ICE Trade Vault to satisfy an obligation under Exchange Act 
Rule 901(a) and that meets the criteria of Exchange Act Rule 908(b); 

(2) A Platform that reports trade information related to a Security-Based Swap to ICE 
Trade Vault to satisfy an obligation under Exchange Act Rule 901(a); 

(3) A Clearing Agency that reports trade information related to a Security-Based Swap 
to ICE Trade Vault, whether or not it has accepted a Security-Based Swap for clearing 
pursuant to Exchange Act Rule 901(e)(1)(ii); 

(4) An Execution Agent that reports trade information to a Security-Based Swap to 
ICE Trade Vault to satisfy an obligation under Exchange Act Rule 901(a) on behalf of one 
or more Counterparties, including externally managed investment vehicles; 

(5) A registered broker-dealer (including a registered Security-Based Swap execution 
facility) that reports trade information related a Security-Based Swap to ICE Trade Vault 
to satisfy an obligation under Exchange Act Rule 901(a); or 

(6) A Third Party Reporter that reports trade information on behalf of a Reporting Side, 
a non-Reporting Side, or a Platform. 

User Agreement: The ICE Trade Vault Security-Based SDR User Agreement. 

U.S. Person: Has the same meaning as in Exchange Act Rule 3a71-3(a)(4).  

Verified: ICE Trade Vault considers the trade information it receives in respect of a Security-
Based Swap to be “Verified” if (i) the Security-Based Swap has been: submitted by a Clearing 
Agency User, submitted by a Platform User, or submitted by an electronic confirmation service 
or affirmation platform User, (ii) the Security-Based Swap is an inter-affiliate swap or (iii) the 

 
5 See the agencies’ joint final rule, available at http://www.sec.gov/rules/final/2012/33-9338.pdf.  

6  See footnote 4. 

http://www.sec.gov/rules/final/2012/33-9338.pdf.
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non-Reporting Side User has submitted a verification message with respect to the Security-
Based Swap. 

The terms “CEA”, “Designated Contract Market”, “DCM”, “Eligible Contract Participant”, 
“ECP”, “ICE eConfirm Service”, “ICE Real-Time Ticker”, “ICE Real-Time Ticker Service”, 
“Non-Swap Dealer/Major Swap Participant”, “Non-SD/MSP”, “Open Swap”, “SDR Data” are 
not applicable to the ICE SBSDR Service and shall be deemed deleted for the purposes of 
the Rulebook as amended by this SBSDR Annex.  

Each reference in the Rulebook to the term listed in column “A” below shall be deleted and 
replaced by the term in column “B”: 

A B 

Rulebook reference SBSDR Annex Reference 

Applicable CFTC Regulations Applicable SEC Regulations 

CFTC SEC; provided that, when used in this 
SBSDR Annex, CFTC shall have the 
meaning given to it in the Rulebook 

without reference to this SBSDR Annex. 

Derivatives Clearing Organization or DCO Clearing Agency/CA 

ICE SDR Service/ 
ICE Trade Vault Service 

ICE SBSDR Service 

Swap Execution Facility SBS SEF 

SDR Information SBSDR Information 

SDR Rulebook/Rulebook SBSDR Rulebook 

Section 8 Material Confidential Information 

trade/swap trade/ 
swap transaction 

Security-Based Swap trade/ 
Security-Based Swap transaction 

2. Rule 2.1 shall be amended by deleting the first reference below and replacing it with 
the second reference below: 

“of which at least one director shall be a “Public Director” as defined in the Applicable CFTC 
Regulations” 

“who are a fair representation of market participants” 

3. Rule 2.1.1 shall be amended by: 

a. deleting the first reference below and replacing it with the second reference below: 

“conflicts between business considerations and the requirement that ICE Trade Vault 
provide fair and open access as set forth in CFTC Regulation §49.27;” 

“conflicts between business considerations and the requirement for ICE Trade Vault to avoid 
unreasonable or anticompetitive actions as set forth in Exchange Act Rule 13n-4(c)(1) and 
(c)(3);” 
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b. deleting the reference below: 

“taking reasonable steps to ensure compliance with the CEA and Applicable CFTC 
Regulations relating to agreements, contracts, or transactions, and with CFTC regulations 
under Section 21 of the CEA, including confidentiality and indemnification agreements 
entered into with foreign or domestic regulators pursuant to Section 21(d) of the CEA; (vii)” 

c. deleting the first sentence below and replacing it with the second sentence below: 

“Pursuant to CFTC Regulation § 49.22, removal of the CCO requires the approval of the 
Board of Directors and notice to the CFTC of the CCO’s removal within two business days 
of such removal. ICE Trade Vault shall further notify the CFTC within two business days of 
the appointment of any new CCO, whether interim or permanent.” 

“Pursuant to Exchange Act Rule 13n-11(a), the compensation, appointment, and removal 
of the CCO shall require the approval of a majority of the Board of Directors.” 

4. Rule 2.2 shall be deleted in its entirety and restated as follows: 

2.2  Overview of Regulatory Requirements  

“Section 13(m)(1)(G) of the Exchange Act requires that each Security-Based Swap (whether 
cleared or uncleared) be reported to a registered SBSDR. The fundamental purpose of an 
SBSDR is to provide transparency to the Security-Based Swaps market and publicly 
disseminate trade information. An SBSDR is required to register with the SEC, comply with 
all core principles applicable to an SBSDR under Applicable SEC Regulations and 
Applicable Law, meet compliance requirements by reporting primary SBSDR Information 
and secondary SBSDR Information of a Security-Based Swap transaction and reporting and 
recording Life Cycle Events related to that transaction, manage data reporting obligations, 
and maintain policies and procedures to ensure data security. An SBSDR also interacts 
directly with a range of market participants and is required to engage in the following core 
duties: (i) acceptance and confirmation of data; (ii) recordkeeping; (iii) public reporting; (iv) 
maintaining data privacy and integrity; and (v) permitting access to the SEC and Regulators. 
In accordance with Exchange Act Rule 13n-8, ICE Trade Vault will report to the SEC 
information that the SEC determines to be appropriate to perform its duties. ICE Trade Vault, 
will upon request, provide to the SEC information or reports of the timeliness, accuracy, and 
completeness of data reported pursuant to Exchange Act Rule 900 through Rule 909.7” 

5. Rule 2.3 shall be deleted in its entirety and replaced with [RESERVED]. 

6. Rule 2.4 shall be amended by deleting the first reference below and replacing it with 
the second reference below: 

“All data submitted during system down time is stored and processed once the service has 
resumed.” 

“All data submitted during System down time is stored and shall be processed and 
disseminated in accordance with Exchange Act Rule 902(a) once availability of the System 
and the ICE SBSDR Service has resumed.8 If, due to the nature of the downtime, the System 
was unable to receive and queue messages, ICE Trade Vault will immediately upon re-

 
7  See Appendix I for an explanation of how these rules are affected by the No-Action Relief. 

8  See footnote 2. 
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opening send a message to all Users that it has resumed normal operations. Any User that 
had an obligation to report trade information to the ICE Trade Vault but could not do so 
during the downtime must promptly report the trade information to ICE Trade Vault.” 

7. Rule 2.5 shall be amended by adding the following at the end of the Rule: 

In such event, in accordance with Applicable SEC Regulations, ICE Trade Vault will 
continue to preserve, maintain, and make accessible the trade information and historical 
Positions in the manner, and for the duration, required by Applicable Law. 

8. Rule 2.7 shall be deleted in its entirety and restated as follows: 

2.7  ICE SBSDR Service Pricing  

In accordance with Exchange Act Rule 13n-4(c), any dues, fees or other charges imposed 
by, and any discounts or rebates offered by, ICE Trade Vault in connection with the ICE 
SBSDR Service shall be fair and reasonable and not unreasonably discriminatory. ICE 
Trade Vault dues, fees, other charges, discounts, or rebates shall be applied consistently 
across all similarly situated Users. Please refer to “Exhibit M.2 - ICE Trade Vault SBSDR 
Pricing Schedule”, available on the ICE Trade Vault website (www.ice.com), for further 
details. 

9. Rule 2.8.1 shall be amended by deleting the first reference below and replacing it with 
the second reference below: 

“the ICE SDR Service” 

“the System or the ICE SBSDR Service” 

10. Rule 2.8.2 shall be amended by deleting the first reference below and replacing it with 
the second reference below: 

“(iii) any occurrence or circumstance which threatens or may threaten the proper 
functionality of the ICE SDR Service; (iv) any occurrence or circumstance which may 
materially affect the performance of the ICE Trade Vault systems; (v) any action taken by 
any governmental body or any regulator, Trusted Source or Participant which may have a 
direct impact on the ICE Trade Vault systems; and (vi) any other circumstance which may 
impact ICE Trade Vault in a materially adverse manner.” 

“(iii) any occurrence or circumstance that threatens or may threaten the proper functionality 
of the System or the ICE SBSDR Service; (iv) any occurrence or circumstance that may 
materially affect the performance of the System or the ICE SBSDR Service; (v) any action 
taken by any governmental body, the SEC or any Regulator that may have a direct impact 
on the System or the ICE SBSDR Service; and (vi) any other circumstance that may impact 
ICE Trade Vault, the System or the ICE SBSDR Service in a materially adverse manner.” 

11. Rule 2.8.3 shall be amended by: 

a. in the first paragraph, deleting the first reference below and replacing it with the second 
reference below: 

“the ICE SDR Service or the systems and facilities of ICE Trade Vault” 

“the System or the ICE SBSDR Service” 

b. in the third bullet point, deleting the first reference below and replacing it with the 
second reference below: 

http://www.ice.com/
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“temporarily limiting or denying access to the ICE SDR Service, including access to any 
relevant ICE Trade Vault system or facilities;” 

“temporarily limiting or denying access to the System or the ICE SBSDR Service;” 

c. in the third paragraph, deleting the first reference below and replacing it with the 
second reference below: 

“including suspending the ICE SDR Service” 

“including preventing access to the System or suspending the ICE SBSDR Service” 

d. in the fourth paragraph, deleting the first reference below and replacing it with the 
second reference below: 

“to permit the ICE SDR Service” 

“to permit the System and the ICE SBSDR Service” 

e. deleting the first paragraph below and replacing it with the second paragraph below: 

“In accordance with the requirements of CFTC Regulation § 49.23(e), ICE Trade Vault will 
notify the CFTC as soon as practicable of any action taken, or proposed to be taken, 
pursuant to this rule. The decision-making process with respect to, and the reasons for, any 
such action will be recorded in writing. ICE Trade Vault will also notify Participants and 
Trusted Sources via email as soon as practicable of any action taken, or proposed to be 
taken, pursuant to this rule.” 

“ICE Trade Vault will notify the SEC as soon as practicable of any action taken, or proposed 
to be taken (time permitting), pursuant to this Rule 2.8.3. The decision-making process with 
respect to, and the reasons for, any such action will be recorded in writing. ICE Trade Vault 
will also notify Users via email as soon as practicable of any action taken (time permitting), 
or proposed to be taken, pursuant to this Rule 2.8.3.” 

12. Rule 2.9 shall be deleted in its entirety and replaced with [RESERVED]. 

13. Rule 3 and each subsection thereto shall be deleted in its entirety and restated as 
follows: 

Access, Connectivity and Use of Data 

3.1  Fair and Open Access Policy 

Consistent with Applicable Law, ICE Trade Vault provides access to the ICE SBSDR 
Service and to the data maintained by the ICE SBSDR Service on a fair, open and not 
unreasonably discriminatory basis. Access to, and usage of, the ICE SBSDR Service is 
available to all market participants that engage in Security-Based Swap transactions and to 
all market venues from which data can be submitted to the ICE SBSDR Service. Except for 
ancillary services that ICE Trade Vault is required to provide under SEC rules, access to, 
and use of, the ICE SBSDR Service does not require the use of any ancillary service offered 
by ICE Trade Vault. 

Users shall only have access to (i) data they reported; (ii) data that pertains to a Security-
Based Swap to which they are a Counterparty; (iii) data that pertains to a Security-Based 
Swap for which the User is an Execution Agent, Platform, registered broker-dealer or a Third 
Party Reporter; and (iv) data that ICE Trade Vault is required to disseminate publicly. 
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3.1.1  User Access 

Access to the ICE SBSDR Service is provided to parties that have a duly executed User 
Agreement in effect with ICE Trade Vault. 

When enrolling with ICE Trade Vault, Users must designate an Administrator with respect 
to User’s use of the System. The Administrator will create, permission and maintain all user 
names and passwords for the User. Please refer to “Exhibit U.2 - ICE Trade Vault Security-
Based SDR User Agreement” for further details. 

3.1.2  Denial of User Enrollment 

ICE Trade Vault may decline the request of an applicant to become a User of the ICE 
SBSDR Service if such denial is required in order to comply with Applicable Law (e.g., to 
comply with sanctions administered and enforced by the Office of Foreign Assets Control of 
the U.S. Department of the Treasury (“OFAC”)). ICE Trade Vault shall notify the SEC of any 
such denial. 

If an applicant is denied by ICE Trade Vault for any other reason, the denial shall be treated 
as an “Access Determination” (as defined below), and the applicant will be entitled to notice 
and an opportunity to contest such determination in accordance with Rule 3.4 of this 
Rulebook. If the denial of an application is reversed, the applicant will be granted access to 
the ICE SBSDR Service promptly following completion of onboarding requirements. 

3.1.3  Regulator Access 

Prior to providing the access contemplated by this Rule, any entity authorized by Applicable 
Law to receive access to data held by ICE Trade Vault shall (i) have entered into a 
Memorandum of Understanding or other arrangement between such Regulator and the SEC 
that is in full force and effect (an “MoU”) addressing confidentiality and access to data 
(“Confidentiality Agreement”), as required under Applicable Law; (ii) file a request for access 
with ICE Trade Vault by contacting the CCO (via email: 
TradeVaultChiefComplianceOfficer@theice.com) wherein the entity specifically describes 
the data sought within the scope of its jurisdiction and Confidentiality Agreement and with 
such specificity that is acceptable to ICE Trade Vault; and (iii) provide any additional 
information reasonably required by ICE Trade Vault to fulfill the request. ICE Trade Vault 
shall then promptly notify the SEC regarding any initial request received from a Regulator 
for access to the Security-Based Swap data maintained by ICE Trade Vault in accordance 
with Exchange Act Rule 13n-4. 

Following notification to the SEC of such initial request for data access from a Regulator 
and due execution of necessary onboarding documentation, ICE Trade Vault shall provide 
such Regulator access to requested Security-Based Swap data (absent objection by the 
SEC). 

Each Regulator’s designated Administrator will manage the Regulator’s access to the ICE 
SBSDR Service. Such access may include, where permitted by Applicable Law and any 
relevant MoU or other arrangement, tools for the monitoring, screening and analyzing of 
Security-Based Swap trade information, including, but not limited to, services that provide 
automated transfer of data to Regulators. The ICE SBSDR Service shall provide Regulators 
the ability to view data sets consistent with Applicable Law and any relevant MoU. 

In accordance with Exchange Act Rules 907(e) and 13n-8, ICE Trade Vault will provide 
reports evidencing the timeliness, accuracy, and completeness of data when requested by 
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the SEC. Nothing in this Rulebook shall be construed as restricting in any way the SEC’s 
access to the ICE SBSDR Service and the SBSDR Information submitted to ICE Trade 
Vault. 

3.2  Violations of Rulebook/Applicable Law  

3.2.1  Jurisdiction 

ICE Trade Vault shall have the authority to conduct inquiries into, and impose access 
restrictions in response to, any violation of this Rulebook and/or Applicable Law 
(“Violations”) committed by Users as provided in this Rule 3.2. In addition ICE Trade Vault 
reserves the right to notify the SEC of any Violations. 

3.2.2  CCO Powers and Duties 

The CCO is responsible for enforcing this Rule 3.2 and shall have the authority to inspect 
the books and records of all Users that are reasonably relevant to any inquiry carried out 
pursuant to this Rule 3.2. The CCO shall also have the authority to require any User to 
appear before him or her to answer questions regarding possible Violations. The CCO may 
also delegate such authority to ICE Trade Vault employees, including officers, and such 
other individuals (who possess the requisite independence from ICE Trade Vault and the 
relevant User) as ICE Trade Vault may hire on a contractual basis. 

The CCO shall conduct inquiries of possible Violations, prepare written reports with respect 
to such inquiries, furnish such reports to the Board of Directors and conduct the 
examinations with respect to such Violations. 

If, in any case, the CCO (or another ICE Trade Vault employee designated for this purpose 
by ICE Trade Vault) concludes that a Violation may have occurred, he or she may: 

• issue a warning letter to the User informing it that there may have been a Violation 
and that such continued activity may result in access restrictions and notice to the 
SEC; and/or 

• negotiate a written settlement agreement with the User, whereby the User, with or 
without admitting responsibility, may agree to (i) comply with a cease and desist order; 
and/or (ii) a limitation of access to the ICE SBSDR Services and the System. 

Any settlement recommended by the CCO shall be subject to the approval of the Board of 
Directors and shall become final and effective pursuant to Rule 3.2.3. 

3.2.3  Board of Directors’ Disciplinary Authority 

The Board of Directors shall have the power to direct that an inquiry of any possible Violation 
be conducted by the CCO and shall hear any matter referred to it by the CCO regarding a 
possible Violation. 

In any case where the Board of Directors concludes that a Violation has occurred, the Board 
of Directors may: (i) refer or return the matter to the CCO with instructions for further 
investigation; (ii) approve a settlement agreement negotiated pursuant to Rule 3.2.2 with 
such User (which may provide for consequences other than those recommended by the 
CCO); and/or (iii) take, or instruct the CCO to take, any further action it deems necessary 
including, but not limited to, issuing: 

• a cease and desist order or a written warning; and/or 
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• a limitation of access to the ICE SBSDR Services and the System. 

3.3  Revocation of Access 

ICE Trade Vault may revoke a User’s access to the System, the ICE SBSDR Service or 
SBSDR Information in accordance with this Rule 3.3 following a determination that (i) the 
User has violated any provision of the User Agreement (including by failing to pay any fees 
when due), this Rulebook, Applicable Law or any ICE Trade Vault policies and procedures 
related to the ICE SBSDR Service or (ii) such action is necessary or appropriate in light of 
ICE Trade Vault’s regulatory responsibilities or for the protection of the integrity of the 
System (each, an “Access Determination”). Access Determinations shall be made by the 
CCO based on the information gathered during the inquiry, if any, conducted in accordance 
with Rule 3.2.2 and reviewed by the President and General Counsel of ICE Trade Vault 
within 5 business days of such determination prior to implementing any revocation of 
access. Notwithstanding the foregoing, the CCO’s Access Determination may be 
implemented immediately without prior review by the President or General Counsel 
(“Immediate Revocation”) where the CCO determines such revocation is necessary for the 
protection of the integrity of the System or to fulfill ICE Trade Vault’s regulatory 
responsibilities. 

If (i) an Immediate Revocation occurs or (ii) the President and General Counsel conclude 
that an Access Determination is appropriate and in compliance with Applicable Law, the 
CCO shall, within 1 business day, provide notice by email to the User to which the Access 
Determination applies, including in such notice the specific reasons for the determination. If 
the President and General Counsel conclude that limitation or revocation of access pursuant 
to an Access Determination made by the CCO would constitute unreasonable 
discrimination, the President and General Counsel shall take such actions as are necessary 
to maintain or restore access to the System, the ICE SBSDR Service or SBSDR Information, 
as applicable. 

3.4  Review and Dispute of Revocation of Access 

Following notice of an Access Determination to a User that does not involve an Immediate 
Revocation, revocation of such User’s access shall occur only after User has been given an 
opportunity to contest the determination before the Board of Directors within 10 business 
days of such notice. In the event of an Immediate Revocation, a User shall be entitled to 
notice and opportunity to contest within 10 business days of such revocation. 

• In order to contest an Access Determination, the User must notify ICE Trade Vault 
within 1 business day of notice of such determination. A meeting to address the 
determination shall occur as promptly as possible within the timeframes specified in 
this Rule 3.4 and may be held by telephone, in person or via such other means as are 
acceptable to ICE Trade Vault. ICE Trade Vault and User will each be responsible for 
their own expenses in participating in the meeting. 

• The User shall be notified of the time, place and date of the meeting not less than 2 
business days in advance of such date. 

• At the meeting, the User will have an opportunity to present evidence before the Board 
of Directors. The User is not required to, but may be if it wishes, represented by 
counsel at User’s sole expense except as provided below. 
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• Within 5 business days after the meeting, a majority of the Board of Directors will either 
affirm or reverse the Access Determination. The User shall be notified in writing of the 
Board of Directors’ decision. If the Board of Directors decides to affirm the Access 
Determination, the notification shall include the grounds for such decision. The 
decision of the Board of Directors shall become final and effective once notified to the 
User. 

A record shall be kept of any meeting held in accordance with this Rule 3.4. The cost of the 
transcript may be charged in whole or in part to the User in the event that the Access 
Determination is affirmed. 

3.5  Final Access Determinations 

If the Board of Directors affirms an Access Determination, ICE Trade Vault shall promptly 
file notice thereof with the SEC in such form and with such information as the SEC may 
prescribe. ICE Trade Vault will also notify the SEC of all final Access Determinations by ICE 
Trade Vault in its annual amendment to its Form SDR. 

Pursuant to Exchange Act Section 11A, any notice to the SEC of an Access Determination 
shall be subject to review by the SEC on its own motion, or upon application to the SEC by 
the User whose access has been limited or revoked (the “Suspended User”), within thirty 
days after notice of the Access Determination has been filed with the SEC and received by 
the Suspended User.  

3.6  Implementation of a Revocation of Access 

Upon an Access Determination becoming effective (whether due to an Immediate 
Revocation or because the User has not requested a meeting within one business day of 
receipt of its notice of Access Determination or the Board of Directors affirmed an Access 
Determination), ICE Trade Vault will notify the User (the “Terminated User”) of the effective 
date of revocation of access. The notice provided to the Terminated User will also specify 
how any pending submissions will be handled. ICE Trade Vault will take all necessary steps 
to terminate the Terminated User’s license to access and use the System in accordance 
with the Access Determination, including by cancelling such User’s ID and password(s). 

Upon the termination of a Terminated User’s access, ICE Trade Vault will, as soon as 
possible, notify all other Users of the revocation of access. ICE Trade Vault’s notice to other 
Users will provide, to the extent relevant, information on how pending transaction 
submissions and other pending matters will be impacted by the Access Determination and 
what steps are to be taken by all affected parties. 

ICE Trade Vault shall not accept any submission from a Terminated User that was effected 
after the time at which the Access Determination became effective. If a Terminated User 
has satisfied all outstanding obligations to ICE Trade Vault, ICE Trade Vault will consider 
allowing a Terminated User to submit data via a Third Party Reporter on a case-by-case 
basis. 

3.7  Connectivity 

Users and the SEC may access the System through a web-based front-end that requires 
systems to (i) satisfy ICE Trade Vault minimum computing system and web browser 
requirements; (ii) support HTTP 1.1 and 128-bit or stronger SSL data encryption; and (iii) 
the most recent version of Google Chrome. Regulators may access the System through 
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services that provide automated transfer of data. The SEC may connect to the ICE SBSDR 
Service through Direct Electronic Access. 

3.8  Use of Data 

Access to SBSDR Information by ICE Trade Vault employees and others performing 
functions on behalf of ICE Trade Vault is strictly limited to those with the direct responsibility 
for supporting the System, the ICE SBSDR Service, Users, the SEC and Regulators. ICE 
Trade Vault employees and others performing functions on behalf of ICE Trade Vault are 
prohibited from using SBSDR Information other than in the performance of their job 
responsibilities. 

In accordance with Applicable SEC Regulations, ICE Trade Vault may disclose, for 
commercial purposes, certain SBSDR Information. Any such disclosures shall be made 
solely on an aggregated basis in a manner that ensures that the disclosed SBSDR 
Information cannot reasonably be attributed to individual transactions or Users. 

14. Rule 4 and each subsection thereto shall be deleted in its entirety and replaced with 
the following: 

Acceptance of Data and Reporting Procedures 

4.1  Asset Classes 

The ICE SBSDR Service accepts data in respect of all Security-Based Swap trades in the 
credit derivatives asset class and promptly records such data upon receipt. 

4.2  Trade Data and Data Processing 

4.2.1  General 

Users reporting trade information to the ICE SBSDR Service will be required to comply with 
reporting obligations under Applicable SEC Regulations, subject to the No-Action Relief, 
and any other applicable reporting requirements promulgated from time to time by the SEC. 
In order to fulfill its obligations under Exchange Act Rule 13n-5(b)(1),9 ICE Trade Vault 
requires all Users to report complete and accurate trade information and to review and 
resolve all error messages generated by the System with respect to the data they have 
submitted. 

4.2.2  Reporting Side 

Exchange Act Rule 901 requires each Security-Based Swap, other than Security-Based 
Swaps executed on Platforms that will be submitted for clearing, to designate a Reporting 
Side, as determined by the hierarchy specified in Exchange Act Rule 901(a),10 to report 
certain information as required under Applicable SEC Regulations. The Reporting Side shall 
report primary trade information (set forth in Exchange Act Rule 901(c)),11 secondary trade 

 
9 See footnote 1. 

10 See footnote 4. 

11 See Appendix I for relief from Exchange Act Rule 901(c)(2)-(7) providing that Users’ omission to report 
primary trade information that is not subject to reporting under CFTC rules will not provide a basis for 
an enforcement action by the SEC. Note that primary trade information required under Exchange Act 
Rule 901(c)(1) must still be reported. 
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information (set forth in Exchange Act Rule 901(d)),12 and Life Cycle Events (set forth in 
Exchange Act Rule 901(e)),13 and each within the timeframe specified in the Applicable SEC 
Regulations. Primary trade information, secondary trade information, and Life Cycle Events 
are described in this Rulebook in further detail. 

A Reporting Side (other than a Clearing Agency) that has a duty to report a Security-Based 
Swap that has been submitted to a Clearing Agency shall promptly provide that Clearing 
Agency with the Transaction ID of the submitted Security-Based Swap and the identity of 
the SBSDR to which the transaction will be reported. 

For Security-Based Swaps not executed on a Platform and when both Counterparties have 
the same designation, these Counterparties must come to a mutual determination as to 
which Counterparty will serve as the Reporting Side. 

In accordance with Exchange Act Rule 906(c), as clarified by the No-Action Relief, each 
User that is a Security-Based Swap dealer, security-based major swap participant, or 
Clearing Agency shall establish, maintain, and enforce written policies and procedures that 
are reasonably designed to ensure that it complies with any obligations to report information 
to the ICE SBSDR Service in a manner consistent with Applicable SEC Regulations. Each 
such User shall review and update its policies and procedures at least once annually in 
accordance with Exchange Act Rule 906(c).14 

Each Reporting Side must maintain, or cause its trading counterparty to maintain, the 
required Unique Identification Codes,15 (including but not limited to any internal mapping of 
static data) and to ensure they remain current and accurate. Upon the written request of 
ICE Trade Vault, a Reporting Side must promptly provide such identifier information, 
including any internal mapping, in the manner and form requested by ICE Trade Vault. 

4.2.3  Non-Reporting Side 

Users that are non-Reporting Sides may verify or dispute the accuracy of trade information 
that has been submitted by a Reporting Side to ICE Trade Vault where the non-Reporting 
Side is identified as the Counterparty  notifying the reporting side  indicating that it verifies 
or disputes such trade information. Users’ obligations with respect to missing UIC 
information are addressed in Rule 6 below. 

If the non-Reporting Side is not a User, the non-Reporting Side should contact ICE Trade 
Vault (TradeVaultSupport@theice.com) to register for access to the SBSDR Service to 
verify its trade information. ICE Trade Vault will attempt to notify such a non-Reporting Side 
where such party’s LEI is provided by the Reporting Side using the email address for the 
non-Reporting Side that was reported by the Reporting Side. Such email notice to the non-

 
12 See Appendix I for No-Action Relief from Exchange Act Rule 901(d), providing that Users’ omission to 

report secondary trade information that is not subject to reporting under the CFTC rules will not provide 
a basis for an enforcement action by the SEC. 

13 See footnote 3. 

14  See Appendix I for the SEC’s expectation of registered Security-Based Swap dealers or registered 
broker dealers that arrange, negotiate or execute Security-Based Swap Transactions on behalf of a 
foreign affiliate. 

15  See Appendix I for No-Action Relief from Exchange Act Rule 903(b) requiring an SBSDR to publish 
information needed to interpret codes on a non-fee basis. 

mailto:TradeVaultSupport@theice.com
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Reporting Side will indicate that ICE Trade Vault has received trade information to which 
the non-Reporting Side is indicated as a party to the trade and that it must register for access 
to the SBSDR Service to verify the accuracy of the information submitted and provide any 
missing UIC information, if applicable. If the Reporting Side provided the non-Reporting 
Side’s LEI but elected not to provide an email address for the non-Reporting Side, ICE Trade 
Vault will attempt to so notify the non-Reporting Side using available email contact 
information contained in the static data maintained by ICE Trade Vault with respect to 
market participants, to the extent Trade Vault is permitted by Applicable Law to utilize such 
data (without contravening, for example, local privacy laws or contractual obligations of ICE 
Trade Vault). ICE Trade Vault will not verify the validity of any email address and will not 
confirm whether any of its email notices were duly received or take further action if an email 
notice is rejected. 

4.2.4  Other Reporting Entities 

A Platform on which a Security-Based Swap was executed and submitted for clearing to a 
Clearing Agency shall report to an SBSDR certain information as required under Applicable 
SEC Regulations and promptly provide that Clearing Agency with the Transaction ID of the 
submitted Security-Based Swap and the identity of the SBSDR to which the transaction will 
be reported. 

In accordance with Exchange Act Rule 906(c), each User that is a Platform, or a registered 
broker-dealer (including a registered SBSEF) shall establish, maintain, and enforce written 
policies and procedures that are reasonably designed to ensure that it complies with any 
obligations to report information to the ICE SBSDR Service in a manner consistent with 
Applicable SEC Regulations. Each such User shall review and update its policies and 
procedures at least once annually in accordance with Exchange Act Rule 906(c). 

4.2.5  Required Submissions  

4.2.5.1  Submission Methods 

In accordance with Exchange Act Rule 901(h), Users must submit trade information in the 
data format required by ICE Trade Vault. The System will accept tab delimited file uploads 
via web access and API submissions in the Extensible Markup Language (“XML”) format. 
Only Users may submit trade information to the System. 

4.2.5.2  Primary Trade Information 

In accordance with Exchange Act Rule 901(c),16 Users must report all primary trade 
information, and this information must be submitted to the System consistent with “Exhibit 
N.5 - ICE Trade Vault - SBSDR Fields and Validations (“Exhibit N.5”)”, which is publicly 
available at www.ice.com. 

Exhibit N.5 enumerates the required fields and acceptable values for the submission of trade 
information into the ICE Trade Vault System. ICE Trade Vault reserves the right to modify 
the field list, validations, and XML tags as it deems necessary in order to facilitate the 
accurate reporting of data. The System will perform validations in accordance with Exhibit 
N.5 to ensure the trade information submitted adheres to the enumerated fields and values 
contained in this exhibit. For the submission of trade information that does not adhere to the 
standards enumerated in Exhibit N.5, the System will generate a corresponding error 

 
16  See footnote11. 

http://www.ice.com/
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message for each invalid submission of trade information. The submitter is required to 
properly amend and resubmit non-conforming trade information. A Security-Based Swap 
that fails the validation requirements of the System resulting in an Invalid status will not be 
viewed as a reported trade. 

In accordance with Exchange Act Rule 901(j), all primary and secondary trade information 
must be submitted within twenty-four hours after execution or submission of trade 
information to a Clearing Agency, or if twenty-four hours would fall on a day that is not a 
business day, by the same time on the next business day. Furthermore, ICE Trade Vault 
shall make systematically available standard data values as denoted in Exhibit N.5 to the 
SEC and Users. 

Primary trade information must be reported in accordance with the requirements of Exhibit 
N.5 and includes: 

(1) The Product ID (or complete set of required underlying fields pursuant to Exhibit 
N.5); if the Product ID field does not include the following information (e.g., an exotic 
product), the Reporting Side shall report: 

i. Information that identifies the Security-Based Swap, including the asset 
class of the Security-Based Swap and the specific underlying reference asset(s), 
reference issuer(s), or reference index; 

ii. The effective date (the value submitted for this field cannot commence prior 
to the execution date); 

iii. The scheduled termination date (the value submitted for this field cannot 
commence prior to the effective date); 

iv. The terms for standardized fixed or floating rate payments, and the 
frequency of such payments; and 

v. A flag indicating that the Security-Based Swap is customized and does not 
provide all of the material information necessary to identify such customized 
Security-Based Swap or does not contain the data elements necessary to calculate 
the price. 

(2) The execution date and time should be expressed using the Coordinated Universal 
Time format; 

i. The value submitted for the execution time should use the ISO-8601 
Standard. 

ii. The value submitted for the execution time cannot be greater than the 
submission time. 

(3) The price that includes the associated currency, and value of any up-front 
payments; 

(4) The notional amount and associated currency; 

(5) If the Counterparties to the Security-Based Swap include a registered Security-
Based Swap dealer, an indication to that effect; and 
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(6) Whether Counterparties intend that the Security-Based Swap to be submitted for 
clearing.17  

4.2.5.3  Secondary Trade Information 

In accordance with Exchange Act Rule 901(d),18 Users must report secondary trade 
information. As with primary trade information, secondary trade information must be 
submitted pursuant to Exhibit N.5, and the System will perform validations based on Exhibit 
N.5 to ensure the secondary trade information submitted adheres to the enumerated fields 
and values contained in this exhibit. If submitted secondary trade information does not 
adhere to the standards enumerated in Exhibit N.5, the System will generate a 
corresponding error message for each invalid submission of secondary trade information. 
New data elements will be added via a System release, which will be announced to Users 
and updated in Exhibit N.5. The Reporting Side is required to properly amend and resubmit 
non-conforming secondary trade information. In accordance with Exchange Act Rule 901(j), 
all primary and secondary trade information must be submitted within twenty-four hours after 
execution or submission of trade information to a Clearing Agency. 

Secondary trade information must be reported in accordance with the requirements of 
Exhibit N5 and includes, as applicable and to the extent not previously submitted as primary 
trade information:19 

(1) The Counterparty ID or the Execution Agent ID of each Counterparty; 

(2) The Branch ID, Broker ID, Execution Agent ID, Trader ID, and Trading Desk ID of 
the direct Counterparty on the Reporting Side;  

(3) The terms of any fixed or floating rate payments, or otherwise customized or non-
standard payment streams, including the frequency and contingencies of any such 
payments; 

(4) For a Security-Based Swap that is not a clearing transaction, the title and date of 
any master agreement, collateral agreement, margin agreement, or any other agreement 
incorporated by reference into the Security-Based Swap contract; 

(5) Any additional data elements included in the agreement between the 
counterparties that are necessary for a person to determine the market value of the 
transaction; 

(6) The name of the Clearing Agency to which the Security-Based Swap will be 
submitted for clearing; 

(7) The direct Counterparties do not intend to submit the Security-Based Swap to 
clearing, whether they have invoked the exception in Section 3C(g) of the Exchange Act; 

 
17  Note that prongs (2) to (6) are subject to No-Action Relief from Exchange Act Rule 901(c)(2)-(7), see 

Appendix I. 

18  See footnote 12. 

19  Note that all secondary trade information required pursuant to Exchange Act Rule 901(d) is subject to 
the No-Action Relief, and the omission of any data not required under the CFTC rules will not provide 
a basis for an enforcement action by the SEC. 
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(8) If the direct Counterparties do not submit the Security-Based Swap to clearing, a 
description of the settlement terms, including whether the Security-Based Swap is cash-
settled or physically settled, and the method for determining the settlement value; and 

(9) The Platform ID, if applicable. 

(10) The Security-Based Swap arises from the allocation, termination, novation, or 
assignment of one or more existing Security-Based Swaps, the Transaction ID of the 
allocated, terminated, assigned, or novated Security-Based Swap(s), except in the case 
of a clearing transaction that results from the netting or compression of other clearing 
transactions. 

(11) To report trade allocations, Users should submit the pre-allocated Security-Based 
Swap with the “Allocation Status” field set to “Pre.” Once the Security-Based Swap is 
allocated, the pre-allocation Security-Based Swap should be canceled upon the 
submission of the new post-allocation Security-Based Swaps which have the field 
“Allocation Status” set to “Post.” The submission of the new post-allocation Security-Based 
Swap will require the submission of the following fields: “Counterparty 1 or 2 Agent” 
information and the “Previous Transaction ID”. 

4.2.5.4  Historical Security-Based Swap Reporting 

In accordance with Exchange Act Rule 901(i), Users must report all of the information 
required by Exchange Act Rule 901(c) and 901(d), each subject to the No-Action Relief, that 
is available for the Historical Security-Based Swaps they are reporting and must indicate 
whether the swap is open at the time of the report. Users shall submit a value of “Y” for the 
“Historical Swap” indicator field to denote pre-enactment and transitional swaps.  The 
System will accept Historical Security-Based Swaps via API submissions in the Extensible 
Markup Language (“XML”) format. Only Users may submit trade information to the System.  

4.2.5.5  Exotic Security-Based Swap Reporting 

ICE Trade Vault supports the reporting of highly customized and bespoke Security-Based 
Swaps which are commonly referred to as “exotic swaps”. A Security-Based Swap will be 
considered exotic when the information reported pursuant to Exchange Act Rule 
901(c)(1)(i)-(iv) does not provide all of the material information necessary to identify the 
Security-Based Swap or does not contain the data elements necessary to calculate the 
price. Users shall report the terms of any fixed or floating rate payments, or otherwise 
customized or non-standard payment streams, including the frequency and contingencies 
of any such payments with respect to exotic Security-Based Swaps. Users should submit 
exotics under the exotic product identifier, and, where a field is not applicable for an exotic 
submission, a “Not Applicable” indicator should be submitted. To ensure that users of public 
reports of “exotic swaps” do not get a distorted view of the market, Users shall submit a 
value of “Y” for the flag indicating that the Security-Based Swap is non-standard and does 
not provide all of the material information necessary to identify such customized Security-
Based Swap or does not contain the data elements necessary to calculate the price. 

4.2.5.6  Package Security-Based Swap Reporting 

ICE Trade Vault supports the reporting of package Security-Based Swaps. For Security-
Based Swaps that were executed as ad-hoc spread or package transactions, Users should 
submit trade information in accordance with the appropriate product identifiers with a 
Transaction ID per leg of the package transaction with each indicating it is part of a package 
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trade with a Package ID included on each to link the Security-Based Swaps. To ensure that 
users of public reports of “package swaps” do not get a distorted view of the market, Users 
shall submit a value of “Y” for the flag indicating that the Security-Based Swap is part of a 
package. 

4.2.5.7  Verification of Trade Data 

Users must verify that all trade information that they submit to the ICE SBSDR Service is 
complete and accurate. If any trade information is found to be incorrect or incomplete, Users 
reporting on behalf of Reporting Sides must correct and resubmit such information to the 
System. Users other than the Reporting Side reporting on behalf of non-Reporting Side may 
upload a verification message to indicate the trade has been verified. 

Clearing Agencies will access the ICE SBSDR Service to report Security-Based Swaps that 
have been accepted for clearing. For this reporting process, Counterparties will submit an 
over-the-counter Security-Based Swap (“alpha” Security-Based Swap) to a Clearing Agency 
to effectuate clearing. Once the alpha Security-Based Swap has been accepted for clearing, 
this Security-Based Swap is novated into two new Security-Based Swaps (“beta” and 
“gamma” Security-Based Swaps) in which the Clearing Agency assumes its central 
Counterparty role. The Clearing Agency will report both the beta and gamma Security-
Based Swaps to a SBSDR to discharge its reporting obligation. As part of the clearing 
process, the resulting beta and gamma Security-Based Swaps are confirmed and verified 
by the Clearing Agencies. The Clearing Agency must submit the Cleared Novation 
Termination or Rejection message for the alpha Security-Based Swap to the SBSDR where 
the alpha was reported. The Cleared Novation message to terminate an alpha must be 
submitted by a Clearing Agency User and include the alpha Transaction ID, alpha SBSDR, 
alpha’s buyer and seller IDs, beta and gamma Transaction IDs, action type, Life Cycle 
Event, and clearing acceptance timestamps. Upon receiving a cleared novation termination 
message, ICE Trade Vault will validate that it currently has the related alpha trade to be 
terminated; if it does not have the alpha trade, the Cleared Novation message will fail. If the 
Cleared Novation message fails on the first attempt to report, the Clearing Agency should 
attempt to report it again at the end of the following business day. If the Cleared Novation 
message still fails, the Clearing Agency should contact the counterparties to confirm the 
accuracy of the alpha trade’s Transaction ID and the SBSDR to which it was to be reported. 

Platform Users will access the ICE SBSDR Service to report the relevant data with respect 
to Security-Based Swaps that were executed on or subject to the rules of their markets. As 
part of the execution process, the Security-Based Swaps are confirmed and verified by 
Platforms. 

The ICE SDR Service will verify the accuracy and completeness of swap data that it receives 
from Users reporting on behalf of the Reporting Sides as follows: a mechanism (the 
“Mechanism”) will be provided by the SBSDR enabling each reporting entity access, in 
relation to Open Swaps, to all swap data in relation to which it is acting as the reporting 
entity. The Mechanism will (a) provide sufficient access to information in a form and manner 
that enables the reporting entity to perform swap data verification; (b) provide access to the 
reporting entity to swap data that accurately reflects the most current data maintained by 
the SBSDR as of the time the reporting entity accesses the swap data for each data field 
that the reporting entity must report (unless confidential); and (c) allow for access as 
frequently as necessary to allow the reporting entity to perform the swap data verification 
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required under Rule 905(b)(1) of Regulation SBSR in order for the SBSDR to fulfill its duty 
to correct. 

4.2.5.8  Validation of Trade Data 

Upon the receipt of any trade information for a Security-Based Swap, the System will 
perform validations on such information which includes validation that: 

(1) The submission file is in a valid format for receipt and processing; 

(2) All fields meet the required field format (e.g., number, date, date timestamp, free 
form text, or standard data value); 

(3) All Required and Conditionally Required fields are contained in the submission; 

(4) All fields meet the validation requirements; and 

(5) All Standard Data Value fields are provided with an acceptable value. 

If the trade information fails any of the above validations, the System will generate an error 
message and give such information an “Invalid” status. Trade information that receives an 
Invalid status is not considered to have been reported in accordance with the SBSDR 
reporting obligations. Please reference Exhibit N.5 for a further description of the validation 
criteria. 

4.2.5.9  Non-Mandatory Reports 

ICE Trade Vault has chosen not to accept Non-Mandatory Reports. 

4.2.5.10  Life Cycle Events 

In accordance with Exchange Act Rule 901(e),20 and 901(j), Users must report Life Cycle 
Events for previously submitted trade information to the System within 24 hours of the 
occurrence of a Life Cycle Event, or if 24 hours falls on a day that is not a business day, by 
the same time on the next business day. Users shall include the “Previous Transaction ID” 
for the original trade in association with Life Cycle Events. Users will submit the full updated 
or new trade terms which resulted from the Life Cycle Event and include the “Life Cycle 
Event Status” to indicate the event which occurred. The System will accept Life Cycle Events 
via API submissions in the Extensible Markup Language (“XML”) format. Only Users may 
submit trade information to the System. 

4.2.5.11  End-User Exception Data 

In accordance with Exchange Act Rule 901(d)(7),21 if Counterparties do not intend to submit 
a mandatorily clearable Security-Based Swap to a Clearing Agency, the User reporting the 
trade shall submit the trade information to the System with the appropriate information 
detailed in Exhibit N.5 and in accordance with Exchange Act Rule 3C(g). To effectively 
monitor trades where the end-user exception applies, the ICE SBSDR Service provides the 
SEC, Regulators and Users monitoring tools that denote where this exception has been 
invoked. 

 
20  See footnote 3. 

21  See footnote 12. 
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4.3  Security-Based Swap Status 

Security-Based Swap status identifies the current reported state of a trade submitted to the 
ICE SBSDR Service: 

• Open:  A Security-Based Swap that has not been early terminated or naturally expired. 

• Closed:  A Security-Based Swap that naturally expired or has been early terminated. 

• Errored: A Security-Based Swap that was erroneously reported to the ICE SBSDR 
Service and deemed to be submitted to System in error by the User. 

• Ported Out:  A Security-Based Swap that has been ported out to another SBSDR. 

All message submissions to the ICE SBSDR Service shall be assigned a message status 
of ‘Valid’ or ‘Invalid’.  Only ‘Valid’ message submissions will update the Security-Based 
Swap Trade Status. 

 

4.4  Life Cycle Events and Actions  

Life Cycle Events shall be reported via XML API, the message shall contain all relevant 
trade terms plus the applicable Life Cycle Event and Action. These Action and Event data 
elements identify an action taken with respect to a trade submitted to the ICE SBSDR 
Service as defined within the ICE Trade Vault Fields and Validations spreadsheet. .  Please 
see the ICE Trade Vault Fields and Validations spreadsheet for more information on the 
applicable Actions and Events required by the SBSDR for reporting. 

 

4.5  No Invalidation or Modification of Valid Security-Based Swap Data 

In accordance with Exchange Act Rule 13n-5(b)(5), ICE Trade Vault maintains internal 
policies and procedures in place to ensure the recording process and operation of the ICE 
SBSDR Service does not invalidate or modify the terms of trade information. Furthermore, 
these controls are regularly audited to ensure the prevention of unauthorized and unsolicited 
changes to SBSDR Information maintained in the System through protections related to the 
processing of Security-Based Swaps. 

4.6  Correction of Errors in SBSDR Information 

In accordance with Exchange Act Rule 905(a), Users are responsible for the timely 
resolution of errors contained in trade information that they submit to ICE Trade Vault. ICE 
Trade Vault provides Users electronic methods to extract SBSDR Information for 
reconciliation purposes. If the Reporting Side discovers an error contained in the trade 
information that it previously submitted to the System, or receives notification from a 
Counterparty of an error, the Reporting Side shall promptly submit to the System amended 
trade information that remediates such error. If the non-Reporting Side discovers an error 
contained in the trade information submitted to the System on its behalf, that Counterparty 
shall promptly notify the Reporting Side of such error. 

Both Platforms and Clearing Agencies are similarly required to promptly notify ICE Trade 
Vault of any trade information submitted in error to the System. In accordance with 
Exchange Act Rule 905(b), the SBSDR, upon discovery of an error or receipt of notice of an 
error, will verify the accuracy of the terms of the Security-Based Swap and, following such 
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verification, promptly correct the erroneous information regarding such Security-Based 
Swap contained in its system. ICE Trade Vault will disseminate a corrected transaction 
report in instances where the initial report included erroneous primary trade information. 

Upon the discovery of an error, the Reporting Side will submit a Correction Action to the 
SBSDR service. ICE Trade Vault will then apply validations to the corrected Security-Based 
Swap submission as outlined in Section 4.2.5.8 Validation of Trade Data. ICE Trade Vault 
will also verify the corrected Security-Based Swap submission as outlined in Section 4.2.5.7 
Verification of Trade Data. ICE Trade Vault will compare the previous erroneous trade terms 
to the corrected trade terms and disseminate the corrections as required. 

4.7  Dispute Process for Reported Data 

Disputes involving clearing transactions shall be resolved in accordance with the Clearing 
Agency’s rules and Applicable Law. For an alpha Security-Based Swap executed on a 
Platform and reported by a Platform User, disputes must be resolved in accordance with the 
Platform’s rules and Applicable Law. For Security-Based Swaps that are reported by a User 
that is neither a Platform nor a Clearing Agency, Counterparties shall resolve disputes with 
respect to SBSDR Information in accordance with the Counterparties’ master trading 
agreement and Applicable Law. 

If a User elects to verify a trade and a dispute results, Users are required to promptly notify 
the Reporting Party and ICE Trade Vault of trade Information that is disputed. The SBSDR 
Information associated with the Security-Based Swap will be deemed “Disputed” until such 
time that the Counterparty that initiated the dispute process notifies ICE Trade Vault that it 
is no longer disputed or the Reporting Party submits a new message correcting said dispute.  
. Reporting Parties will be required to provide the SEC and Regulators with reports 
identifying the SBSDR Information that is deemed disputed, where needed. 

4.8  Positions: Calculations and Reporting 

The methodology for the calculation of Positions for Security-Based Swaps is outlined in the 
SBSDR Participants User Guide. Please refer to “Exhibit N.2 - SBSDR Participants User 
Guide”, available on the ICE Trade Vault website (www.ice.com) for further details. 

4.9  Time-Stamp Requirements 

In accordance with Exchange Act Rule 901(f), ICE SBSDR Service shall, time-stamp in real-
time all Security-Based Swap transaction and pricing data with the date and time, to the 
nearest second, when such SBSDR Information is submitted to the System. 

15. Rule 5 and each subsection thereto shall be deleted in their entirety and restated as 
follows: 

Public Dissemination 

In accordance with Exchange Act Rule 902(a),22 ICE Trade Vault shall publicly disseminate 
SBSDR Information, which shall include: 

• Dissemination of data transaction report of a Security-Based Swap, which shall 
contain all of the primary transaction information; 

 
22 See footnote 2. 

http://www.ice.com/
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• Dissemination of Life Cycle Event or adjustment due to Life Cycle Event; and  

• Ability for the public, Users, the SEC and Regulators to download historical data. 

ICE Trade Vault will generate a “Dissemination identifier” for each public dissemination 
report. For previously reported disseminated reports, the  “Original dissemination identifier” 
will be indicated on such a report. Reports will be available at www.ICE.com and will be 
widely accessible as contemplated under Exchange Act Rule 900(tt). For more information, 
please consult ICE Trade Vault’s Public Dissemination Guide. 

While ICE Trade Vault may publicly disseminate SBSDR Information in accordance with the 
CFTC rules based on the No-Action Relief from Exchange Act Rule 902, the No-Action 
Relief is subject to the following exceptions: 

• if the notional amount of Security-Based Swap based of a single credit instrument or 
a narrow based index is $5 million or greater, ICE Trade Vault will disseminate a 
capped size of $5MM + rather than the actual notional amount to be disseminated 
under CFTC rules;  

• if the Security-Based Swap transaction is an interdealer transaction between non-U.S. 
dealers for which at least one party uses the “arranged, negotiated, or executed” 
(“ANE”) exception from the de minimis thresholds, ICE Trade Vault will disseminate 
SBSDR Information immediately in accordance with SEC requirements; and 

• if the Security-Based Swap transaction is between an entity relying on the ANE 
exception and a registered Security-Based Swap dealer, ICE Trade Vault will 
disseminate SBSDR Information immediately in accordance with SEC requirements. 

5.1  No Advance Disclosure 

In accordance with Exchange Act Rule 902(d), no User shall disclose any trade information 
required to be submitted to ICE Trade Vault prior to submission of such information by ICE 
Trade Vault. 

5.2  Errors and Omissions 

Users are required to promptly verify trade information submitted in respect of their 
transactions and promptly report any discrepancies in accordance with Rule 4.6 of this 
Rulebook. Any errors or omissions in trade information that was publicly disseminated shall 
be corrected or canceled and immediately publicly disseminated; corrections will reference 
the previously disseminated report or information. The Reporting Side must verify corrected 
data with the non-Reporting Side. 

 

16. Rule 6 and each subsection thereto shall be deleted in their entirety and restated as 
follows: 

Unique Identification Codes (UICs) 

In accordance with Exchange Act Rule 903(a) and (b), ICE Trade Vault’s methodology for 
assigning UICs is as follows:  

1. Any SEC endorsed standard will be used, or in its absence;  

2. Any CPMI-IOSCO endorsed standard will be used, or in its absence; 

http://www.ice.com/
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3. Any industry endorsed standard will be used, or in its absence; 

4. ICE Trade Vault will generate an ID or an ID will be provided by Users for the 
applicable UIC. 

In accordance with Rule 903(b),23 once a UIC is created in the SBSDR, a User may submit 
trade information with that UIC code. All trade information must be submitted consistent with 
the codes created in the SBSDR and as reflected in Exhibit N.5 (available at www.ice.com); 
failure to do so will generate an error message which will prevent the trade from being 
reported in ICE Trade Vault until a valid trade is submitted to the SBSDR. 

Users reporting on behalf of a Reporting Side must report Reporting Side UIC information 
as well as the Counterparty ID and Execution Agent ID24 of the non-Reporting Side and, 
where applicable, the Clearing Agency ID and Platform ID. Users reporting on behalf of a 
Platform must report the Counterparty ID or the Execution Agent ID of each Counterparty, 
as applicable, and the Platform ID. When there is no applicable UIC code for a field, a “Not 
Applicable” value must be submitted in order for the field to be considered reported. Users 
reporting on behalf of a Reporting Side may submit the non-Reporting Side UIC information, 
but they are not required to do so. Users reporting on behalf of Reporting Sides and Users 
reporting on behalf of a Platform can submit all UIC information in the standard Trade Vault 
SECXML submission message. If the Reporting Side User does not supply the non-
Reporting Side’s UIC information and the non-Reporting Side is an SEC Participant, then 
the non-Reporting Side or its Execution Agent or Third Party Reporter (if any) must submit 
this information to ICE Trade Vault. UICs for the non-Reporting side can be provided using 
a UIC csv upload containing a minimal number of fields including:25  

a) Submitter ID 

b) Submitter ID Source 

c) Transaction ID 

d) Counterparty 1/Counterparty 2 Branch ID 

e) Counterparty 1/Counterparty 2 Broker ID 

f) Counterparty 1/Counterparty 2 Desk ID 

g) Counterparty 1/Counterparty 2 Trader ID 

6.1  Transaction ID Methodology 

If a CPMI-IOSCO Transaction ID methodology is in place, it shall be used. Otherwise, in 
accordance with Exchange Act Rule 901(g), ICE Trade Vault’s endorsed Transaction ID 
methodology is as follows: 

 
23 See footnote 15. 

24 Note that the omission of the Execution Agent ID as a result of the No-Action Relief from Exchange Act 
Rule 901(d) will not provide a basis for an enforcement action by the SEC. See Appendix I. 

25  Note that prongs (d) to (g) are subject to No-Action Relief from Exchange Act Rule 901(d), see 
Appendix I. 



              FOIA CONFIDENTIAL TREATMENT REQUESTED BY ICE TRADE VAULT, LLC 
 

 

 

ICE – Rulebook SBSDR Annex   Page 27 

(1) If a transaction is executed on a Platform, that Platform shall generate the 
Transaction ID. 

(2) If a transaction is cleared, the Clearing Agency shall generate the Transaction 
IDs for the resulting cleared Security-Based Swaps.26 

(3) If the transaction is executed off-Platform and is not cleared, the parties must 
mutually agree which side of the trade will be the Transaction ID generator.27 When the 
Transaction ID generator is the Reporting Side, that party can request that ICE Trade 
Vault generate the Transaction ID on its behalf. 

(4) For Historical Security-Based Swaps that have been reported in another 
jurisdiction, the Transaction ID assigned in that jurisdiction shall be used for reporting. 

(5) For Historical Security-Based Swaps that have not been reported in another 
jurisdiction, the above methodology will be used. 

(6) A multijurisdictional transaction should never have multiple Transaction IDs. 

(7) A Transaction ID shall not be more than 52 characters, all letters should be upper 
cased. 

6.2  Counterparty IDs 

The SEC has recognized the Global LEI System administered by the Regulatory Oversight 
Committee (“ROC”) as a standards-setting system with respect to the assignment of IDs to 
different types of entities, and ICE Trade Vault shall accept LEIs as Counterparty IDs. All 
Users are required to register for an LEI for themselves. If a Counterparty does not have an 
LEI at time of reporting, or is not eligible to obtain an LEI, the User reporting the trade must 
complete a document describing why the Counterparty is reporting without an LEI a 
minimum of two business days prior to reporting. Please reference Exhibit U.4, ICE Trade 
Vault Non-Legal Entity Identifier Counterparty Setup Notification Request. Users are 
expected to inform ICE Trade Vault of the identity of the Counterparties that intend to trade 
before executing and reporting such Security-Based Swaps. For entities with an LEI, ICE 
Trade Vault will verify the entity name and LEI in GLEIF and then make the entity eligible 
for submission for Users using an LEI. For entities which submit the ICE Trade Vault Non-
Legal Entity Identifier Counterparty Setup Notification, ICE Trade Vault will create an 
Internal ID. Users may then report Security-Based Swaps using that ID for such entity. If an 
invalid Counterparty ID is entered, the System will send an error message to the Reporting 
Side indicating such information and the submission will not be stored as a trade within ICE 
Trade Vault until a valid trade submission is sent. 

 
26  As described in 4.2.5.7 above, when a Security-Based Swap is submitted for clearing, it is novated into 

two new Security-Based Swaps (“beta” and “gamma” Security-Based Swaps) in which the Clearing 
Agency assumes its central counterparty role. The Clearing Agency will generate a Transaction ID for 
both the beta and gamma Security-Based Swaps. 

27  Parties may wish to consult ISDA’s publication entitled “Unique Trade Identifier (UTI): 
Generation, Communication and Matching” and related materials, available at 
http://www2.isda.org/functional-areas/technology-infrastructure/data-and-reporting/identifiers/uti-usi/, 
for more information. 

http://www2.isda.org/functional-areas/technology-infrastructure/data-and-reporting/identifiers/uti-usi/,
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6.3  Unique Product Identifiers 

In accordance with 901(c)(1), the ICE SBSDR Service requires Users to submit unique 
product identifiers (“UPIs”) in the format issued by the Derivatives Service Bureau Limited 
(“DSB”) and the underlying taxonomy fields for all trades. The ICE SBSDR Service will 
validate products based on the UPIs issued by the DSB. Fields for the credit asset class 
include: 

• Unique Product Identifier (“UPI”):  Unique product identifier assigned by the 
designated industry UPI provider. 

• Classification: References the high-level type of product. 

• Reference Entity Name: The published index name or the underlying single 

obligor name protection is being bought or sold on. 

• Reference Entity Ticker: This is a defined term in the 2003 ISDA Credit 
Derivatives Definitions. 

• Seniority: Indicates the level of debt referenced in the CDS contract. The specific 

ISIN is not referenced. 

• Restructuring: The Restructuring style indicated in the CDS contract defines what 
kind of debt restructuring triggers a credit event. 

• Scheduled Termination Date: The maturity, termination, or end date of the 
transaction. 

• Coupon: The standard coupon. 

• Notional Currency: The standard ISO currency code. 

• Contract Type: Designates the type of derivative (e.g., Security-Based Swap, 
option, swaption). 

17. Rule 7.1 shall be deleted in its entirety and restated as follows: 

7.1  Data Retention, Access and Recordkeeping 

Trade information submitted to ICE Trade Vault is saved in a non-rewriteable, non-erasable 
format, to a redundant, local database and a remote disaster recovery database in near 
real-time. The database of trade information submitted to ICE Trade Vault is backed-up to 
tape daily with tapes moved offsite weekly. 

Counterparties’ individual trade information records remain available to Users in accordance 
with Rule 3.1.1, the SEC and Regulators at no charge for online access from the date of 
submission until five years after expiration of the transaction. During this time period, trade 
information submitted to ICE Trade Vault will be available to the SEC and Regulators via 
Direct Electronic Access. 

Nothing in this Rule 7.1 shall require a User to pay fees associated with ICE Trade Vault’s 
standard regulatory reporting and access obligations. However, if a User or its Regulator 
requests or requires archived trade information from ICE Trade Vault to be delivered other 
than via the web-based front-end or the API or in a non-standard format, such User may be 
required, in accordance with the ICE Trade Vault schedule of fees and charges, to reimburse 
ICE Trade Vault for its reasonable expenses in producing data in response to such request 
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or requirement as such expenses are incurred. Similarly, ICE Trade Vault may require a 
User to pay all reasonable expenses associated with producing records relating to its 
transactions pursuant to a court order or other legal process, as those expenses are incurred 
by ICE Trade Vault, whether such production is required at the instance of such User or at 
the instance of another party with authority to compel ICE Trade Vault to produce such 
records.  For the avoidance of doubt, ICE Trave Vault shall never charge the SEC for access 
to the SBSDR Information via an API or for any request of SBSDR Information made by the 
SEC. 

ICE Trade Vault may retain copies of communications between officers, employees or 
agents of ICE Trade Vault, on the one hand, and Users, on the other hand, in such manner 
and for such periods of time as ICE Trade Vault may deem necessary and appropriate to 
comply with Applicable SEC Regulations. 

Further, in accordance with Exchange Act Rule 13n-7(b), ICE Trade Vault shall maintain, 
for a period of not less than five years, the first two years in a place that is immediately 
available to representatives of the SEC, at least one copy of the written policies and 
procedures, including the code of ethics and conflicts of interest policies adopted in 
furtherance of compliance with the Exchange Act and Applicable SEC Regulations and 
correspondence, memoranda, papers, books, notices, accounts, and such other records as 
ICE Trade Vault may have created or received in the course of conducting the ICE SBSDR 
Service. 
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APPENDIX I 
 
The Applicable SEC Regulations are subject to the following Security-Based Swap data reporting 
relief provisions and relief for SBSDRs, which conform a number of Applicable SEC Regulations 
to the corresponding Applicable CFTC Regulations. This No-Action Relief will be in effect through 
to the earlier of November 8, 2025 or a date which may be set by the SEC by giving the industry 
twelve months’ prior notice. 
 

The No-Action Relief states that the following situations will not provide a basis for an 
enforcement action by the SEC: 
 

Security-Based Swap reporting relief 
provision 

Exchange Act rules 
affected 

Current 
CFTC rules 
referenced1 

If parties determine their duty to report a Security-
Based Swap (or to participate in the selection of 
the Reporting Side) based on the CFTC rules 
rather than on the rules established by the SEC, 
except that a non-U.S. person in a Security-Based 
Swap transaction where either side is relying on 
the arranged, negotiated or executed, “ANE” 
exception for de minimis counting, must comply 
with the SEC requirement as to the person 
obligated to report the Security-Based Swap 
transaction -the broker-dealer or Security-Based 
Swap dealer providing the ANE services. 

Exchange Act  
Rule 901(a)  
Reporting obligation 
hierarchy 
 
Exchange Act  
Rule 901(a)(2)(ii)(E)  
SEC reporting rule for 
transactions affected by 
the ANE provision  

CFTC 
Regulation 
45.8 

If the reporting party omits to report certain data 
elements and those data elements are not 
required to be reported under the CFTC rules as 
of date of transaction, except for the requirement 
for the reporting party to identify Security-Based 
Swaps and underlying securities.  

Exchange Act  
Rule 901(c)(2)-(7) 
Primary trade information 
 
Exchange Act 
Rule 901(d) 
Secondary trade 
information 

CFTC 
Regulation 
45.3  

If ICE Trade Vault does not establish policies and 
procedures with respect to the reporting of data 
elements required under 901(c)(2)-(7) or 901(d). 

Exchange Act Rules 
907(a)(1) 
SBSDR establishing 
policies and procedures re: 
same 

CFTC 
Regulation 
49.10 and 
45.13 

If the reporting party omits to report certain life 
cycle events and those data elements are not 
required to be reported under the CFTC rules in 
force at time of the life cycle event.  

Exchange Act  
Rule 901(e) 
Reporting of Life Cycle 
Events 

CFTC 
Regulation 
45.4 

 
1  The SEC anticipates that the CFTC rules may be further amended from time to time during the term of 

the No-Action Relief; the SEC relief will apply to the CFTC rules as they are amended. 
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Security-Based Swap reporting relief 
provision 

Exchange Act rules 
affected 

Current 
CFTC rules 
referenced1 

If ICE Trade Vault does not establish policies and 
procedures for the handling life cycle events that 
are not required under CFTC Rules. 

Exchange Act  
Rule 907(a)(3) 
SBSDR establishing 
policies and procedures re: 
same 

CFTC 
Regulation 
49.13 and 
45.4 

If ICE Trade Vault disseminates Security-Based 
Swap transaction data consistently with the CFTC 
public dissemination rules; provided that:  
 
a. if the notional amount of Security-Based Swap 

based of a single credit instrument or a narrow 
based index is $5 million or greater, ICE Trade 
vault must disseminate a capped size of 
$5MM + rather than the actual notional 
amount to be disseminated under CFTC rules;  

 
b. if the Security-Based Swap transaction is an 

interdealer transaction between non-U.S. 
dealers for which at least one party uses the 
ANE exception from de minimis counting, SEC 
requirements to disseminate information 
immediately will prevail; and 

 
c. if the Security-Based Swap transaction is 

between an entity relying on the ANE 
exception and a registered Security-Based 
Swap dealer (U.S. or non-U.S.), SEC 
requirements to disseminate information 
immediately will prevail. 

Exchange Act  
Rule 902  
Public dissemination 

CFTC 
Regulation 
Part 43 

If ICE Trade Vault permits the reporting or 
dissemination of Security-Based Swap 
transaction information that includes codes in 
place of certain data elements, even if the 
information needed to interpret those codes is not 
widely available on a non-fee basis. 

Exchange Act  
Rule 903(b) 
Interpretation of codes 

 

If ICE Trade Vault does not send reports of 
missing UIC to its Users. 

Exchange Act  
Rule 906(a) 
Reports of missing UIC 

 

If ICE Trade Vault does not collect ultimate parent 
and affiliate information from its Users. 

Exchange Act  
Rule 906(b) 
Ultimate parent and 
affiliate information 
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Security-Based Swap reporting relief 
provision 

Exchange Act rules 
affected 

Current 
CFTC rules 
referenced1 

If ICE Trade Vault does not establish policies and 
procedures requiring Users to supply information 
on their ultimate parents and affiliates. 

Exchange Act  
Rule 907(a)(6) 
Policies and procedures 
re: parents and affiliates 

 

If ICE Trade Vault does not establish policies and 
procedures with respect to condition flags in 
reporting Security-Based Swap transactions if ICE 
Trade Vault complies with similar CFTC rules for 
condition flags or other trade indicators. 

Exchange Act  
Rule 907(a)(4) 
Condition Flags 

 

If ICE Trade Vault does not establish policies and 
procedures for assigning UIC’s. 

Exchange Act 
Rule 907(a)(5) 
Policies and procedures 
re: assigning UIC 

 

If ICE Trade Vault does not confirm with both 
counterparties the accuracy of the data it receives 
with respect to a Security-Based Swap. 

Exchange Act §13(n)(5)(B) 
and Exchange Act Rule 
13n-4(b)(3) 

 

If ICE Trade Vault does not establish policies and 
procedures designed to satisfy itself that 
transaction data submitted to it is complete and 
accurate, clearly identifies the source for each 
trade side and clearly identifies the pairing 
method, if any. 

Exchange Act  
Rule 13n-5(b)(1)(iii) 

 

If ICE Trade Vault does not adhere to Exchange 
Act securities information processor 
requirements. 

Exchange Act §11A(b)  

In footnote 770 of the No-Action Relief the SEC 
explains that it expects Security-Based Swap 
dealers or registered broker-dealers to establish 
policies and procedures including mechanisms to 
identify the foreign affiliates for which an ANE 
transaction was performed, to ensure the 
reporting of such transaction and that inter-dealer 
ANE transactions are publicly disseminated. 

Exchange Act Rule 906(c) 
Policies and procedures to 
be established by 
registered Security-Based 
Swap dealers and 
registered broker-dealers 

 

 


